Five Ways to be Cyber Secure

**WHEN IN DOUBT THROW IT OUT**
Stop and think before you open any attachments. Links in an email or online ports are often a means for cybercriminals to compromise your computer.

**BACK IT UP**
Make electronic and physical back-ups or copies of your important information. Data can often be lost or compromised in various ways such as computer malfunctions or malware attacks.

**GUARD YOUR DEVICES**
Never leave your laptop or phone unattended in public and be sure to lock your device when you are not using it.

**SECURE YOUR ACCOUNTS**
Be sure to use passwords that are a minimum of eight characters and a mix of letters, numbers and symbols. Do not share your passwords. Change your password every 90 days to help ensure protection.

**REPORT ANYTHING SUSPICIOUS**
If you experience any unusual problems with your computer or device make sure you report it to your IT department immediately. Never hesitate to ask questions!

To receive information or products from the NH Information and Analysis Center, please submit an ISA using the link below:

All Hazards Information Sharing Agreement (ISA)

**Link:**
https://prd.blogs.nh.gov/dos/hsem/?page_id=4491

NEW HAMPSHIRE INFORMATION AND ANALYSIS CENTER (NHIAC)

**CYBER CAPABILITIES & INFORMATION SHARING**

110 SMOKEY BEAR BOULEVARD - PHYSICAL
33 HAZEN DRIVE - MAILING
CONCORD, NH 03305

BUSINESS: 603-223-3859
EMAIL: NH.IAC@DOS.NH.GOV
FAX: 603-271-0303

HTTPS://WWW.NH.GOV/SAFETY/INFORMATION-ANALYSIS-CENTER/INDEX.HTML

SEE SAY TIP LINE:
603-223-3860

NAB DOPE TIP LINE:
1-800-622-3673
The NHIAC subscribes to the philosophy that Homeland Security begins with Hometown Security and that each of us play an important role keeping our communities and nation safe. Citizens may contact the NHIAC when they observe or learn of suspicious behavior that may arouse their concern. Information shared with the NHIAC will be evaluated and referrals will be made to the appropriate agencies.

The NHIAC is a clearinghouse for information and intelligence relative to cyber threats and trends relative to the State of New Hampshire, its people and the environment. The goal is to function as a focal point of two-way communication amongst all partners.

Information and intelligence that comes to the NHIAC is evaluated and analyzed to determine if there is a potential threat to homeland security, indication of possible terrorist activity or other illegal activity. The information is then shared with the appropriate law enforcement, emergency management, critical infrastructure or private sector organizations. The intent is to prevent activity that would threaten the safety and security of New Hampshire citizens.

**CIVIL RIGHTS & CIVIL LIBERTIES**

The “If You See Something, Say Something®” Campaign respects civil rights and liberties by emphasizing behavior rather than appearance in identifying suspicious activity. **Factors such as race, ethnicity, national origin, and religion alone are not suspicious.** The public should only report suspicious behavior and situations, rather than beliefs, thoughts, expressions or speech unrelated to terrorism or criminal activity.

The NHIAC relies on information and collaboration from public safety, public health and the private sector to successfully collect, analyze, and disseminate cyber threat information, statewide.

**Mission Statement:** To provide an integrated, all-crimes, all-hazards, counter-terrorism information sharing network to collect, analyze and disseminate information derived from multiple sources to stakeholders in a timely manner, in an effort to protect the citizens and the critical infrastructure of New Hampshire, while ensuring the protection of civil rights and civil liberties.

Following the events of September 11, 2001, many local, state, and federal agencies initiated efforts to improve information sharing and intelligence gathering. On May 19, 2010 RSA 651-F passed the legislature that created the New Hampshire Information and Analysis Center (NHIAC).

The NHIAC is a cooperative effort under the New Hampshire Department of Safety between the Divisions of State Police and Homeland Security and Emergency Management. The NHIAC is an all-crimes, all-hazards, counter-terrorism information and analysis center providing strategic and tactical information directed at the most serious threats to the State of New Hampshire and its people.

The center monitors information from a variety of open and classified sources, analyzes that data, and provides information and intelligence products that will serve public safety and private sector interests whose mission it is to serve the homeland security, public safety and emergency management needs of their constituents and the State of New Hampshire.

**NHIAC Programs**

**NHIAC Cyber Capabilities & Information Sharing**

The NHIAC works with federal, state, county local and private entities to gather and disseminate cyber threat information. The NHIAC monitors cyber trends throughout the State and nation that may be coming from cyber criminals or nation state actors.

The New Hampshire Information and Analysis Center (NHIAC) encourages all stakeholders to report suspicious activity. Stakeholders can report suspicious activity through the link below or by calling the NHIAC Tips Hotline at 603-223-3860.

**Link:**

https://prd.blogs.nh.gov/dos/hsem/?page_id=234

**Threats of Interest**

- Phishing/Spear Phishing Emails
- Malware Attacks (Ransomware, etc.)
- Business Email Compromise (BEC)
- Spam
- Telephony Denial of Service Attacks
- Email Spoofing
- Attacks on State Servers
- Advanced Persistent Threat (APT)

**NHIAC Cyber Intelligence Products**

- Monthly Cyber Intelligence Bulletin
- Situational Awareness Bulletins
- Weekly Vulnerability & Exploit
- Cyber Threat Reference Aids